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$9.1 Billion, 2019

$12.5 Billion, 2024

Park Associates 2020



“Credential sharing falls into 
two categories. Most sharing 
is casual, with no intent to 
profit.”

“But the bigger risk is from 
pirates that purchase large 
stolen consumer databases
via the 'Dark Web' and use 
automation to discover 
penetrable end user 
accounts."

Cultural Criminal

Park Associates 2020



Digital identity fraud “kill chain”
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1. Compromised account

2. Fraudulent login

3. Monitoring

4. Monetization

Malware
Bots

We apologize for any inconvenience.
You can not access all your Netflix advantages, due to account limited.

To restore your account, please click Continue to update your information 

Continue

Phishing
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Data is a steal on the dark web
Accounts of every major streaming service available - and at “great” discounts



There are many ways to 
clamp down on account 
sharing
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Manage a device list per account

Send a security notification

Offer an upgrade

Block concurrent logins

Shut down the account



Assessing digital identity risk is 
at the heart of the solution
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• Real time assessment of risk of 
fraud of every user session

• A frictionless experience for low risk 
sessions
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“We are now in a position where we 
are one step ahead of the hackers.” 

CEO, leading European video streaming service



Gregor Frimodt-Møller
Group CEO



What is any.cloud?

Consumer security
specialist

ISO27001 certified 
company

Customers in 29 
countries

CSA Star Alliance 
certified

IBM’s most innovative 
partner in Europe, 2020

IBM Cloud Partner of 
the Year 2017 and 2019 

in Denmark

Headquarters in 
Copenhagen and offices

in Poland, the Czech 
Republic and Finland

Founded in 1998



2FA

Your
password is 

incorrect

Reenter
password

Login

Warning
!

Please, update your 
user

SEND VERIFICATION CODE

Your account has been 
hackedtwo-factor authentication

Select all images 
with a bus Click here to 

agree

Someone logged 
into your account

Please 
download!

Keep Your Privacy Settings 
On

Warning!
Click here to 
agree

Keep Your Privacy Settings 
On

two-factor authentication

Warning
!

Your password 
is incorrect



World population 2020: 7.8 billion

Users online 2020: 4.5 billion

Source: World Statista, 2020





Fraud 
Prevention

Customer 
Experience

Digital 
Trust

Our ideology



Think about if you were to 

secure the journey without 

impacting the online 

experience for the user. 

How does account profiling work?



Securing who is who



<516 billion 
data events  

500K 
malware 
samples

140K 
phishing sites

120K 
malware 

configurations

3K security 
updates

58,000,000,000+
Over 50B web hits per month

300,000,000,000,000+
Over 300 TB data

Data consortium



Business case



Account
takeover

Password 
sharing Site spoofing Family sharing

Leaked
credentials Phishing Data forensics Compliance

Geolocation Customer 
loyalty

So… how can we elevate your platform?
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Win-win: Identity risk protection 
meets a differentiating customer 
experience
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